"Cybersecurity analyst with a strong focus on security automation, log analysis, and forensic investigation. My portfolio highlights my ability to leverage scripting languages (Python, PowerShell) to automate security tasks and improve efficiency. I am adept at utilising security analytics tools to identify anomalies, conduct malware analysis, and perform digital forensics. Possessing practical knowledge and understanding of SIEM technologies/tools, I am proficient in configuring rules, creating dashboards, and generating reports for effective threat detection and response. I am passionate about leveraging artificial intelligence (AI) and machine learning (ML) for advanced threat detection and response, and I am driven to improve my skills in an ever-evolving threat landscape continuously."